OSAS

RESOURCE MANAGER

ACCESS CODES

Access Codes can be used as a tool to shield access to modules.

The person who will have access to all Open Systems modules will need to be set up first; otherwise you could access yourself right out of access codes and have to call a programmer to have the access codes erased.

Go to Resource Manager

Go to Company Setup

Go to Access Codes

Access Name-Enter the login in name of the person you are setting up.  Use small letters (ie:  faith)

Access Code-Enter the same name that was used for Access name.  Use small letters.

Application-The first time for each person hit enter at this field.  All other times you can enter an application ID (PA=payroll, GL=general ledger, etc) or hit F2 and select from the list.

Menu ID-The first time for each person enter the word MAIN.  All other times you can enter MAIN, the menu ID, or hit F2 and select from the list.  Entering MAIN will give you a good start.

A list of functions on the main menu or application menu will appear.  Access YES means that the person does have access to that function.  To deny access to a function move the cursor to that function and hit enter.  This will change the Access to NO.  To change back hit enter again.  Repeat this procedure for all functions that need to have access denied.  A short cut for changing access YES to NO would be to hit A for All.  This would change all functions from YES to NO. 

When done hit W to write the changes.

Write changes Y/N?-Y

The cursor will now be at Application.  You could now enter an application code (PA, PO, SO, GL, etc) and do the same procedure for each of those menus.  The result in this is that everyone may have access to Sales Order but only certain people will have access to Entering Orders.

Make sure to W to write the changes before exiting each application.

